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Finanzkriminalitat zahlt zu den lukrativs-
ten und gleichzeitig schwer greifbaren For-
men organisierter Kriminalitat. Die Dimen-
sionen dieses Phanomens werden durch
aktuelle Zahlen und Berichte europaischer
und nationaler Behorden deutlich.

Allein im Rahmen der EMPACT-Initiative
(European  Multidisciplinary  Platform
Against Criminal Threats), die von Euro-
pol koordiniert wird, konnten 2024 durch
die Zusammenarbeit von Zoll, Polizei und
Justiz 341 Verdachtige verhaftet, 25 Im-
mobilien sowie 49 Fahrzeuge beschlag-
nahmt und Vermoégenswerte im Wert
von rund 156 Millionen Euro eingezogen
werden.” Diese Erfolge sind jedoch nur
die Spitze des Eisbergs.

Das Bundeskriminalamt (BKA) beziffert in
seinem Bundeslagebild Wirtschaftskrimi-
nalitat far das Jahr 2024 die finanziellen
Schaden durch Wirtschaftskriminalitat in
Deutschland auf 2,76 Milliarden Euro -
eine Summe, die nicht nur Unternehmen,
sondern auch Privatpersonen und den
Staat belastet.?

Ein milliardenschweres
Schattenphanomen

Noch alarmierender sind die strukturellen
Zusammenhange: Europol schatzt, dass
sich fast 70 Prozent aller kriminellen Netz-
werke in der EU Uber Geldwasche
finanzieren.? Diese Praxis ermoglicht es, il-
legale Gewinne aus Drogenhandel, Men-
schenhandel oder Cyberkriminalitat in den
legalen Wirtschaftskreislauf einzuschleu-
sen. Die Bundesanstalt fur Finanzdienst-
leistungsaufsicht (BaFin) geht davon aus,
dass allein in Deutschland jahrlich rund
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100 Milliarden Euro an ,schmutzigem”
Geld gewaschen werden - ein Betrag, der
die Stabilitat des Finanzsystems gefahrdet
und die Integritat der Markte untergrabt.?

Die Bekampfung von Finanzkriminalitat
erfordert nicht nur internationale Ko-
operation, sondern auch innovative An-
satze in der Pravention und Aufklarung.
Trotz der Fortschritte bleibt die Dunkel-
ziffer hoch, da viele Delikte im Ver-
borgenen stattfinden oder erst Jahre
spater aufgedeckt werden. Die Heraus-
forderung besteht darin, die komplexen
Strukturen krimineller Netzwerke zu
durchdringen und gleichzeitig die Trans-
parenz im Finanzsektor zu erhéhen -
eine Aufgabe, die angesichts der rasan-
ten Digitalisierung und Globalisierung
der Markte immer dringlicher wird.

Vom nationalen Rahmenwerk zur
europaischen Harmonisierung

Die Regulierung der Finanzmarkte
befindet sich in einer Phase tiefgreifen-
der Transformation — sowohl inhaltlich
als auch strukturell. Jahrzehntelang ba-

gungs- und Anwendungshinweise (AuAs)
sowie Rundschreiben der Bundesanstalt
fur Finanzdienstleistungsaufsicht (BaFin)
erganzt. Diese Vorgaben definieren de-
taillierte Anforderungen an Sorgfalts-
pflichten, Risikomanagement und Melde-
prozesse fur die Verpflichteten.

Doch der bisherige Ansatz st6Bt zuneh-
mend an seine Grenzen. Finanzkrimina-
litat ist langst kein lokales Phdnomen
mehr, sondern ein globales Netzwerk,
das sich Gber Landergrenzen hinweg er-
streckt. Kriminelle Strukturen nutzen
die Fragmentierung regulatorischer Sys-
teme gezielt aus, um Schlupflécher zu
finden und illegale Gelder in den lega-
len Wirtschaftskreislauf einzuschleusen.
Die Folge: Nationale Regelungen allein
kénnen die Komplexitdt grenziber-
schreitender Geldwasche nicht mehr
wirksam adressieren.

Genau hier setzt die neue EU-Geldwa-
scheverordnung (AML-VO) an. Sie mar-
kiert einen Paradigmenwechsel, indem
sie die bisherige Richtlinienlogik ablost
und ein unmittelbar geltendes, einheitli-
ches Regelwerk fur alle Mitgliedsstaaten

,Die AML-VO markiert einen
Paradigmenwechsel.”

sierte die Bekampfung von Geldwasche
und Terrorismusfinanzierung in Deutsch-
land primér auf nationalen Regelwerken
wie dem Geldwaschegesetz (GwG). Die-
ses Gesetz, mit seinen 59 Paragrafen,
bildet den Kern der deutschen Com-
pliance-Landschaft und wird durch Ausle-

schafft. Mit 90 Artikeln geht die AML-VO
weit Uber das GwG hinaus — nicht nur im
Umfang, sondern auch in der Tiefe. Sie
harmonisiert zentrale Elemente wie die
Customer Due Diligence (CDD), die
Identifizierung wirtschaftlich Berechtig-
ter (UBO) und die Anforderungen an Risi-
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komanagement und Meldemechanismen.
Damit entsteht erstmals eine verbindliche
Grundlage fur ein europaweit konsisten-
tes Vorgehen gegen Geldwasche und
Terrorismusfinanzierung.

Die eigentliche Herausforderung liegt je-
doch in der Umsetzung. Neben den bisher
veroffentlichten 4 Regulierungsstandards
(RTS) werden laufend bis zum Jahr 2029
weitere 74 RTS, Durchfuhrungsstandards
(ITS) und Leitlinien (GL) entwickelt und
implementiert werden. Fur Verpflichtete
bedeutet dies nicht nur einen erheblichen
administrativen Aufwand, sondern auch
die Notwendigkeit, ihre Compliance
grundlegend zu Uberarbeiten.

Die Harmonisierung birgt Chancen und
Risiken zugleich. Einerseits schafft sie
Rechtssicherheit und reduziert die bishe-
rige regulatorische Fragmentierung, die
fur internationale Finanzinstitute ein er-
hebliches Problem darstellte. Anderer-
seits erfordert sie massive Investitionen
in Technologie, Prozesse und Personal.

Diese Entwicklung ist mehr als eine re-
gulatorische Anpassung - sie ist ein stra-
tegischer Wendepunkt. Die Bekampfung
von Finanzkriminalitat wird kunftig in
einem vernetzten europdischen Rahmen
stattfinden, der Transparenz und Koope-
ration in den Mittelpunkt stellt. Dies
wird dadurch umso deutlicher, als in der
Umsetzung der Weg uber direkt gultige
Verordnungen genommen wird und
nicht Gber Richtlinien. Fur Finanzinstitu-
te bedeutet das: Compliance wird kom-
plexer, digitaler und dynamischer.

Verscharfte Sorgfaltspflichten

Die kommende EU-Geldwascheverord-
nung (AML-VO) bringt tiefgreifende An-
derungen fur die Customer Due Dili-
gence (CDD), die weit Uber die bisherigen
Anforderungen des GwG hinausgehen.

Kianftig mussen Finanzinstitute und
Verpflichtete umfassendere Kundenda-
ten erheben, darunter Wohnort, voll-
standige Wohnanschrift, Nationalitat(en)
und Ausweisnummern nicht nur der
Kunden, sondern auch der wirtschaftlich
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Berechtigten. Besonders bemerkenswert:
Die Identifizierung erfolgt dann aus-
schlieBlich Uber nationale elektronische
Identitaten (elD), die EUDI-Wallet oder
qualifizierte Vertrauensdienste - ein kla-
rer Schritt in Richtung Digitalisierung,
der gleichzeitig traditionelle Verfahren
wie die Vor-Ort-ldentifikation obsolet
macht. Zudem werden Berufsinformatio-
nen bei allen Kunden obligatorisch, um
Risikoprofile praziser zu bewerten.

Noch gravierender sind die Neuerungen
bei der Ermittlung wirtschaftlich Berech-
tigter (UBO, Ultimate Beneficial Owner).
Bisher galt eine Beteiligungsgrenze von
mehr als 25 Prozent — kinftig wird diese
auf groBer oder gleich 25 Prozent abge-
senkt, was die Zahl der meldepflichtigen
Eigentimer erhoht. Besonders komplex
wird es bei mehrstufigen Unternehmens-
strukturen: Hier fuhrt die AML-VO eine
.Durch-Rechnung” ein, die sicherstellt,
dass auch indirekte Beteiligungen offen-
gelegt werden mussen. Zudem wird die
Verifikationspflicht deutlich verscharft —
etwa durch die eigenstéandige Prufung,
ob Kontrolle nicht nur Uber Kapitalantei-
le, sondern auch durch andere Mechanis-
men (zum Beispiel Stimmrechte oder Ve-
torechte) ausgetbt wird.

Auch das Screening politisch exponierter
Personen (PePs) wird ausgeweitet. Klinftig
gelten nicht mehr nur hochrangige Politi-
ker auf nationaler Ebene als PePs, sondern
auch lokale Amtstrager in Gemeinden ab
50000 Einwohnern, Geschwister von PePs
sowie Vertreter regionaler und lokaler
Korperschaften. Diese Erweiterung zielt
darauf ab, Korruptionsrisiken auf allen
Ebenen zu erfassen — erhoht aber gleich-
zeitig den Aufwand fir Finanzinstitute, da
mehr Personen in die erweiterte Sorgfalts-
pflicht fallen.

Ein weiterer zentraler Punkt sind die
kurzeren Aktualisierungszyklen. Wah-
rend High-Risk-Kunden kunftig jahrlich
Uberprtft werden mussen, gilt fur Medi-
um-Risk-Kunden eine Frist von funf Jah-
ren — Low-Risk-Kunden werden zwar ri-
sikobasiert behandelt, doch auch hier ist
die Obergrenze funf Jahre. Diese Dyna-
mik erfordert automatisierte Monito-
ring-Systeme, da manuelle Prozesse die
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Der effektive Kampf gegen Geldwasche
und Terrorismusfinanzierung scheitert bis-
lang weniger an fehlenden Erkenntnissen
als an fehlender Vernetzung. Mit der EU-
Geldwascheverordnung (AML-VO) vollzieht
der europdische Gesetzgeber nun einen
entscheidenden Schritt: Er schafft erstmals
einen klaren, unmittelbar geltenden Rechts-
rahmen fir den kontrollierten und rechts-
konformen Datenaustausch zwischen Ver-
pflichteten. Der Datenaustausch wird damit
vom regulatorischen Graubereich zu einem
strategischen Instrument moderner Compli-
ance. Richtig umgesetzt, kann er Effizienz-
gewinne ermoglichen, die Qualitdt von
KYC- und Risikobewertungen signifikant er-
hohen und die Bekampfung von Finanzkri-
minalitat auf eine neue, kooperative Stufe
heben. Die Autoren beschreiben in diesem
Beitrag sehr anschaulich, worauf Geldwa-
sche-Beauftragte bei der Umsetzung der
neuen Regelungen zu achten haben und
wie sich mit der AML-VO tatsachlich spr-
bare Effizienzgewinne im Kampf gegen
Geldwasche erzielen lassen. (Red.)

gestiegenen Anforderungen kaum be-
waltigen konnen. Die AML-VO setzt da-
mit nicht nur auf mehr Transparenz,
sondern auch auf technologische Losun-
gen, um die Flut von Daten und Fristen
zu managen. Fir Unternehmen bedeu-
tet das: Compliance wird digitaler, gra-
nularer — und ungleich aufwendiger.

KYC: Hohe Kosten und ineffiziente
Prozesse

Die Umsetzung von Know-Your-Custo-
mer-(KYC)-Prozessen wird zukinftig he-
rausfordernder. Bereits heute sind die
Anforderungen an die Identifizierung
und Uberpriafung von Kunden so kom-
plex, dass sie nicht nur erhebliche Kos-
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ten verursachen, sondern auch die Kun-
denerfahrung massiv beeintrachtigen.

Laut dem Fenergo KYC Trend Report
2023 betragen die durchschnittlichen
Kosten fur die Onboarding-Prtifung eines
Firmenkunden in Deutschland rund 2627
Euro. Diese Summe umfasst Personal-,
Prozess- und Technologieaufwendungen,
wobei der groBte Anteil auf manuelle
Tatigkeiten entfallt. Hinzu kommt die
enorme Zeitspanne: In komplexen Fallen
kann die vollstandige Prifung und Frei-
gabe eines Unternehmens bis zu 180
Tage dauern. Diese Verzogerungen sind
nicht nur ein operatives Problem, son-
dern wirken sich direkt auf die Wettbe-
werbsfahigkeit aus. Unternehmen, die
schnell handeln mussen, brechen den
Prozess haufig ab - laut Studien liegt die
Abbruchquote bei 43 Prozent, wenn die
digitale Customer Journey als zu um-
standlich oder intransparent wahrge-
nommen wird.

Die Ursachen fur diese Ineffizienz sind
vielfaltig. Erstens sind die regulatorischen
Anforderungen extrem granular. Finanz-
institute mussen nicht nur die Identitat
des Kunden prufen, sondern auch die
wirtschaftlich Berechtigten (UBO), die Ei-
gentumerstruktur, die Herkunft der Mit-
tel und potenzielle Risiken wie politisch
exponierte Personen (PePs) erfassen. Bei
internationalen Konzernen mit komple-
xen Beteiligungsstrukturen bedeutet dies
eine Vielzahl von Dokumenten, Uberset-
zungen und Verifikationen. Zweitens
fehlt es oft an standardisierten Prozessen
und interoperablen Systemen. Viele Insti-
tute arbeiten mit fragmentierten Daten-
quellen, die nicht miteinander verknupft
sind. Das fuhrt zu redundanten Prufun-
gen und erhoht die Fehleranfalligkeit.

Mehrfachbelastung und
Datenschutz

Geldwaschebeauftragte (GWB) stehen vor
einer fast unlésbaren Aufgabe: Sie mussen
nicht nur die komplexen Anforderungen
der AML-VO operativ umsetzen, sondern
tragen gleichzeitig mehrere Rollen - oft
als Compliance-Verantwortliche im Tages-
geschaft und Sanctions Officer. Diese
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Mehrfachbelastung fuhrt zu Zielkonflik-
ten: Wahrend die AML-VO eine lickenlose
Datenerfassung und -weitergabe fordert,
verlangt die Datenschutz-Grundverord-
nung (DSGVO) eine strikte Beschrankung
auf das notwendige Maf3. Wie sollen GWB
also transparente Compliance sicherstel-
len, ohne gegen Datenschutzvorgaben zu
verstoBBen?

Ein moglicher Ausweg liegt im kon-
trollierten Datenaustausch  zwischen
Verpflichteten — ein Ansatz, der in eini-

Datenbank fur personenbezogene Da-
ten (Basisregistratie Persoonsgegevens)
erhalten kénnen und ob die Staatsan-
waltschaft, die Polizei und der Finanz-
informations- und Ermittlungsdienst
(Fiscale Inlichtingen en Opsporings-
dienst) effektiv zusammenarbeiten kdén-
nen, um Daten auszutauschen.

Osterreich — Register der wirtschaftli-
chen Eigentimer: Osterreich hat mit
dem Register der wirtschaftlichen Eigen-
timer (WIiEReG) bereits 2018 einen zent-

»Geldwaschebeauftragte stehen vor
einer fast unlésbaren Aufgabe.”

gen EU-Landern bereits erprobt wird.
Die Niederlande gelten hier als Vorrei-
ter.

Niederlande — neuer Ansatz zur Bekamp-
fung der Geldwasche: Am 14. Mai 2025
veroffentlichte die niederlandische Re-
gierung in einem Schreiben an das nie-
derléndische Parlament ihren neuen An-
satz zur Bekampfung der Geldwasche
(AML).® Die niederlandische Regierung
hat eine neue Ausrichtung ihrer AML-Po-
litik eingefthrt, da sie befurchtet, dass
die bestehenden MaBBnahmen eine unan-
gemessene Belastung fur rechtmaBige
Burger und Unternehmen darstellen. In
einem kurzlich veréffentlichten Schrei-
ben, in dem diese Anderung dargelegt
wird, nennt die niederlandische Regie-
rung mehrere wichtige MaBnahmen, da-
runter die Umsetzung der bevorstehen-
den europadischen AML-Gesetzgebung
(allgemein bekannt als das europaische
AML-Paket). Der uberarbeitete Ansatz
basiert auf zwei Kernzielen: Erleichte-
rung der Compliance fur legitime Akteu-
re bei gleichzeitiger Starkung der Ab-
wehrmaBnahmen gegen den kriminellen
Missbrauch des Finanzsystems.

Unter anderem beabsichtigt die nieder-
landische Regierung, ein Pilotprojekt
zum grenzUberschreitenden Datenaus-
tausch in der Europaischen Union zu
starten. DarUber hinaus pruft sie, ob
Banken Zugang zur niederlandischen

ralen Baustein geschaffen, der internati-
onal als Vorbild gilt.” Hintergrund war
die Umsetzung der 4. EU-Geldwasche-
richtlinie, die von den Mitgliedsstaaten
verlangte, die wirtschaftlich berechtig-
ten juristischen Personen und Trusts
transparent zu machen. Wahrend viele
Lander das Thema nur halbherzig adres-
sierten, hat Osterreich das WIiEReG von
Beginn an als strategisches Instrument
zur Geldwaschepravention verstanden.

Das Register erfasst samtliche wirtschaft-
lich Berechtigten von Gesellschaften, Stif-
tungen und vergleichbaren Rechtsformen.
Verpflichtete nach dem WIEReG - insbe-
sondere Banken, Rechtsanwalte und Nota-
re — erhalten Gber das Unternehmensser-
viceportal (USP) einen direkten Zugriff auf
die hinterlegten Informationen. Der ent-
scheidende Vorteil: Prifungen mussen
nicht mehrfach durchgefthrt werden,
sondern kénnen auf eine zentrale,
verifizierte Datenquelle zurtckgreifen.
Dadurch entfallen redundante Abfragen,
Prozesse werden beschleunigt und die
Datenqualitat steigt signifikant.

Besonders hervorzuheben ist die Ver-
kntpfung mit bestehenden Registern:
Das WIEReG ist eng mit dem Firmenbuch
und anderen 6ffentlichen Datenbanken
verknupft.

Anderungen in Eigentimerstrukturen
werden dadurch automatisch in das
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Register Ubertragen. So entsteht eine
nahezu Echtzeit-Transparenz, die den
Verpflichteten eine wesentlich verlassli-
chere Grundlage fur ihre KYC-Prifungen
bietet.

Deutschland — safeAML als Impulsgeber:
Das Projekt safeAML unterstutzt Finanz-
institute bei der Bekampfung von
Geldwasche, indem die bestehenden
Kommunikationsprozesse zum Informa-
tionsaustausch digitalisiert werden.® So
kénnen Kosten gespart und kriminelle
Aktivitaten schneller entdeckt werden.

Um Geldwasche und Finanzbetrug zu un-
terbinden, verpflichten deutsche und eu-
ropaische Vorschriften die Banken zur
Uberwachung von Finanztransaktionen
auf Geldwascheverdacht. Allerdings dur-
fen diese aufgrund von Datenschutzbe-
stimmungen Transaktionsdaten nicht di-
rekt austauschen, was die Entdeckung
von kriminellen Aktivitaten erschwert.
Auskunftsersuchen ermoglichen einen
begrenzten Informationsaustausch zwi-
schen Finanzinstituten, aber der bisheri-
ge manuelle Prozess ist kostspielig und
zeitaufwendig.

safeAML zielt darauf ab, diese Herausfor-
derungen zu bewaltigen, indem es Aus-
kunftsersuchen digitalisiert. Zusatzlich

der den Datenaustausch zwischen
Verpflichteten férdert — und damit eine
der groBten Hurden im Kampf gegen Fi-

L N

ermoglicht nun strukturierte Koope-
rationen, die Doppelarbeit reduzieren,
Risiken schneller erkennen und gleich-

~Ein méglicher Ausweg liegt im kontrollierten
Datenaustausch zwischen Verpflichteten.”

nanzkriminalitdt Uberwindet: die Frag-
mentierung von Informationen. Bisher
scheiterten viele Compliance-BemUhun-
gen daran, dass Banken, Finanzinstitute
und andere Verpflichtete isoliert agier-
ten. Selbst wenn mehrere Institute ver-
dachtige Transaktionen desselben Kun-
den oder Netzwerks beobachteten,
durften sie diese Erkenntnisse oft nicht
teilen — aus Angst vor Datenschutzver-
stoBen, Wettbewerbsrecht oder Haf-
tungsrisiken. Die AML-VO andert das: Sie
etabliert klare Regeln fur den kon-
trollierten Informationsaustausch und
schafft damit die Grundlage fur eine
effektivere, vernetzte Geldwaschepra-
vention.

Ein Kernproblem der bisherigen Compli-
ance-Arbeit war die Unsicherheit, ob
und unter welchen Umstanden man sich
auf die KYC-Prufungen oder Risikobe-
wertungen eines anderen Instituts ver-

,Rechtskonforme Standards, klare Verantwortlichkeiten und
wirksame Kontrollmechanismen mussen etabliert werden.”

erlaubt safeAML die Beziehungsanalyse
potenziell auffalliger Buchungen. Die Er-
gebnisse dieser institutstiibergreifenden
Analysen gehen nur an die beteiligten In-
stitute. Das zugrundeliegende Verfahren
ist mit dem hessischen Datenschutz abge-
stimmt und ein Rechtsgutachten liegt bei
BaFin und FIU vor.

Datenaustausch: Die AML-VO
macht es moglich

Die EU-Geldwascheverordnung (AML-
VO) schafft mit ihren Artikeln 50 und ins-
besondere 75 einen rechtlichen Rahmen,
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lassen darf. Auf Basis von Artikel 50 wird
die AMLA hier konkrete Leitlinien
definieren.

Artikel 75 der AML-VO schafft einen
rechtlich verbindlichen Rahmen fur den
Informationsaustausch zwischen Ver-
pflichteten im Rahmen von Partner-
schaften — und markiert damit einen
Paradigmenwechsel in der Bekampfung
von Geldwasche und Terrorismusfinan-
zierung. Bisher agierten Banken, Fi-
nanzinstitute und andere Verpflichtete
oft isoliert voneinander, selbst wenn sie
dieselben Kunden oder verdachtigen
Transaktionen beobachteten. Artikel 75
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zeitig Datenschutz und Rechtssicherheit
gewadbhrleisten.

Doch der Austausch ist kein Freibrief, son-
dern unterliegt strengen Bedingungen:

1. Grundprinzip: Informationsaustausch
nur unter klaren Voraussetzungen

2. Vorabprufung durch Aufsichtsbehorden

3. Welche Informationen durfen ausge-
tauscht werden?

4. Strenge Bedingungen fur den Daten-
austausch

5. Weitergabe Verbote und Ausnahmen

6. Interne Strategien und unabhangige
Prafungen

Fazit: Der Artikel 75 ist ein Turoéffner fur
vernetzte Compliance — aber mit klaren
Spielregeln.

Datenaustausch rechtskonform,
effizient und sicher

Die AML-VO eroffnet die Moglichkeit,
geldwascherelevante Daten und Risiko-
informationen zwischen Verpflichteten
auszutauschen - doch der Erfolg hangt
davon ab, wie dieser Austausch in der
Praxis umgesetzt wird. Ein solcher Daten-
austausch wurde nicht nur Doppelarbeit
vermeiden, sondern auch die Qualitat
und Aktualitat der Daten verbessern, da
mehrere Akteure ihre Erkenntnisse ein-
bringen.

Doch damit dies funktioniert, mussen
rechtskonforme Standards, klare Verant-
wortlichkeiten und wirksame Kontroll-
mechanismen etabliert werden:



1. Fixierung gemeinsamer und einheitli-
cher Standards: Die Grundlage fur ver-
trauenswlrdigen Datenaustausch

a) Regulatorische Compliance als ver-
bindliche Basis

b) Geschlossener Anwenderkreis und Da-
tensicherheit

¢) Verbesserte Datenqualitat durch kol-
lektive Nutzung

2. Kontrollen der Vollstandigkeit und
Richtigkeit: Gemeinsame Audits als Er-
folgsfaktor

3. Verantwortlichkeit bleibt bei den
Verpflichteten

Fazit: Der Datenaustausch ist die Chance
fur effizientere Compliance — aber nur

Fur Verpflichtete:
— Kostensenkung, weil Doppelprifungen
entfallen.

— Bessere Risikoerkennung, da Daten
aus mehreren Quellen zusammen-
flieBen.

— Hohere Transparenz, weil alle Teilneh-
mer von den Erkenntnissen anderer
profitieren.

Fur Aufsichtsbehorden:

- Effizientere Kontrolle, da einheitliche
Datenbasis und weniger Fragmentie-
rung.

- Schnellere Ermittlungen, weil verdach-
tige Muster friiher erkannt werden.

— Erhoéhte Systemintegritat und Sicher-
heit, da der strukturierte Datenaus-

,Der Datenaustausch ist die Chance fur
effizientere Compliance.”

mit klaren Regeln, gemeinsamer Verant-
wortung sowie im Einklang mit den Vor-
gaben der DSGVO.

Die Vorteile eines solchen Vorgehens lie-
gen auf der Hand.

tausch Risiken und kriminelle Aktivita-
ten schneller sichtbar macht.

Fur Kunden:
- Schnelleres Onboarding, da redundan-
te Prifungen vermieden werden.

— Mehr Vertrauen, weil Prozesse trans-
parent und regulatorisch abgesichert
sind.

- Geringere Belastung, da weniger wie-
derholte Datenabfragen erforderlich
sind.

Fur Geldwaschebeauftragte bedeutet
das: Entlastung bei Routineprtfungen,
mehr Effizienz, wenn Daten zentral und
aktuell verfugbar sind und bessere Ar-
gumentation gegenutber Prifern.

Die AML-VO gibt den Rahmen vor -
jetzt liegt es an den Verpflichteten, ihn
mit Leben zu fillen.

FuBnoten

1) https://www.europol.europa.eu/cms/sites/default/
filess”documents/EMPACT_2024_Results_Factsheets.pdf

2) https://www.bka.de/SharedDocs/Kurzmeldungen/
DE/Kurzmeldungen/250731_BLB_Wikri24.html

3) https://www.brak.de/newsroom/newsletter/nach-
richten-aus-bruessel/2023/ausgabe-16-2023-v-15-
092023/bericht-ueber-wirtschafts-und-finanz-
kriminalitaet-europol/

4) https://www.bafin.de/SharedDocs/Veroe_entlichun-
gen/DE/Meldung/2024/meldung_2024_11_15_DIIR.html

5) Fenergo KYC Trend Report 2023, https://resources.
fenergo.com/de/aktuelle-nachrichten/kyc-trend-report-
2023-detutschland

6) https://www.rijksoverheid.nl/ministeries/ministerie-
an-financien/documenten/kamerstukken/2025/05/13/
uitwerking-regeerprogramma-ten-aanzien-van-anti-
witwasbeleid)

7) https://www.bmf.gv.at/services/wiereg/wiereg-regis-
ter.html)

8) https://www.eurodat.org/safe-aml —
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