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In den vergangenen Jahren hat sich ge-
zeigt, dass die regulatorische Agenda der 
Banken nicht nur untrennbar mit der ak-
tuellen Wirtschaftslage verbunden ist, 
sondern auch im Wesentlichen von der 
gesamtpolitischen Lage abhängt. Der re-
gulatorischen Agenda 2026 vorangestellt 
ist daher ein kurzer Blick auf die makro-
ökonomische und geopolitische Aus-
gangslage.

2025 stieg das Wirtschaftswachstum erst-
mals seit zwei Jahren wieder leicht um 
0,2 Prozent. Für 2026 geht die Bundesre-
gierung derzeit von einem Wachstum 
von 1,0 Prozent des realen BIPs aus.1) In 
der Gesamtschau hat sich das makrofi-
nanzielle Umfeld im vergangenen Jahr 

spürbar verschlechtert, insbesondere an-
gesichts hoher Unsicherheit und damit 
einhergehender Risiken. Zwar wird der-
zeit mit einer Erholung der deutschen 
Wirtschaft ab dem kommenden Jahr ge-
rechnet. Dennoch bleiben sämtliche Pro-
jektionen aufgrund häufig wechselnder 
Rahmenbedingungen mit außergewöhn-
lich hoher Unsicherheit behaftet.2) 

Für den Bankensektor im Euroraum wird 
die Kapital- und Liquiditätsausstattung 
insgesamt als gut bewertet: Mit 16,1 Pro-
zent ist die durchschnittliche Quote des 
harten Kernkapitals (Common Equity Tier 
1 – CET1) etwas höher als im Vorjahr und 
die durchschnittliche Liquiditätsdeckungs
quote beträgt 158 Prozent – so die Zahlen 

des aktuellen Supervisory Review and Eva-
luation Process (SREP) der EZB für 2025.3) 
Auch wenn keine Trendwende erkennbar 
ist, wird den Banken basierend auf einer 
soliden Kapitalausstattung eine stabile Er-
tragslage attestiert. Zwar ist das Netto-
zinsergebnis rückläufig, doch konnten die 
Institute dank widerstandsfähiger Einnah-
men aus Gebühren und Provisionen sowie 
konsequenter Kostenkontrolle weiterhin 
Gewinne erzielen.4)

Differenzierter fällt die Betrachtung der 
Quote notleidender Kredite (Non-Perfor-
ming Loans – NPL) aus: Während die NPL-
Quote im Euroraum mit 1,9 Prozent weit-
gehend stabil blieb, ist die Quote in 
Deutschland seit ihrem Tiefstand Ende 
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Abbildung 1: EZB-Aufsichtsprioritäten 2026 bis 2028
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2022 deutlich gestiegen.5) Haupttreiber ist 
hier der Sektor für Gewerbeimmobilien. 
Parallel dazu ist in den vergangenen Jah-
ren auch ein Aufwärtstrend bei der Quote 
der IFRS-Stage-2-Kredite zu beobachten – 
dabei liegt der Anteil an Stufe-2-Krediten 
in Deutschland mit 14,8 Prozent deutlich 
über dem EU-Durchschnitt von 9,3 Pro-
zent.6) Zusammengenommen liegen hier 
also erste Frühwarnsignale für ein sich 
verschlechterndes wirtschaftliches Umfeld 
vor. Die sprunghafte, protektionistische 
US-Handel, Finanz- und Wirstchaftspolitik 
sorgt zusätzlich für anhaltende Unsicher-
heit.7) Die Reaktion der Märkte auf die an-
gekündigten Zölle macht deutlich, dass 
sich geopolitische Spannungen in konkre-
te finanzielle Risiken verwandeln können. 
In welchem Umfang diese Risiken den Un-
ternehmenssektor und die Bilanzen der 
Banken treffen werden, bleibt jedoch 
noch abzuwarten.8) Erneute Konflikte um 
Ressourcen, Handelsveränderungen, kli-
matische Risiken, demografischer Wandel 
und neue Technologien sorgen für ein 
sehr volatiles Umfeld, in dem Banken fle-
xibel auf Risiken reagieren müssen.9)

Entsprechend zielen die aktuellen Auf-
sichtsprioritäten der EZB für die Jahre 
2026 bis 2028 darauf, Banken gegenüber 
den Herausforderungen der aktuellen 
Risikolandschaft und Veränderungen des 
außenwirtschaftlichen Umfelds wider-
standsfähig zu halten. Auf zwei Fokus-
themen heruntergebrochen bedeutet 
dies: (1) Resilienz der Banken gegenüber 
geopolitischen und makrofinanziellen 
Unsicherheiten und (2) Verbesserung der 
operationellen Resilienz, insbesondere in 
der Informations- und Kommunikations-
technologie (IKT) (Abbildung 1).

Ganz ähnlich schätzt die BaFin für 2026 
die kritischen Risiken für Banken ein. Die 
instabile Lage an den Finanzmärkten wird 
als steigende Bedrohung für die Banken 
gesehen, unter Umständen noch verstärkt 
durch die schwache konjunkturelle Lage 
und steigende Arbeitslosenzahlen.10) Zu-
sätzlich richtet die BaFin diesmal auch ex-
plizit den Blick auf Risiken für Verbrau-
cher, die sich aus den aktuellen 
Entwicklungen auf dem Finanzmarkt er-
geben können. Dies betrifft insbesondere 
Risiken aus zunehmend kreditfinanzier-

tem Konsumverhalten: Die Nutzung von 
Kreditkartenkrediten zu überhöhten Zin-
sen oder Buy-now-pay-later-Einkäufen. 
Hinzu kommt, dass Kaufentscheidungen, 
Finanzierungen und Geldanlagen nicht 
immer mit der nötigen Reflexion und aus-
reichend informiert getroffen werden. So-
genannte „Finfluencer“ auf Social Media 
verstärken diesen Trend mit teilweise 
hochriskanten Anlagevorschlägen in Kryp-
towerten; es ist zu beobachten, dass Anle-
ger risikoreicher investieren, wenn sie mit 
Finfluencern in Kontakt sind. Im Fokus 
steht auch die Produktgestaltung bei ka-
pitalbildenden Lebensversicherungen in 
Bezug auf die Relation von Effektivkosten 
und Kundennutzen (Abbildung 2).

Entscheidende Faktoren für 
Resilienz

Im Kern bedeutet Resilienz, schnell und 
flexibel auf Schocks und Krisen zu reagie-
ren und sich mittels Innovationen an 
neue Situationen anzupassen. Institute 
sind also gefordert, verantwortungs
bewusst mit Risiken umzugehen, solide 
Kreditrichtlinien einzuführen und eine 
angemessene Kapitalisierung sicherzu-
stellen.11)

Eine starke interne Governance mit einer 
ausgeprägten Risikokultur und ein wirk-
same Risikomanagement sind entschei-
dend, um fundierte Entscheidungen zu 
treffen, Mängel zeitnah zu beheben, und 
letztlich die Sicherheit und Solidität der 
Banken zu gewährleisten.12) Die SREP-
Werte zeigten nur graduelle Verbesse-
rungen, wenn es um interne Governance-
Praktiken und Risikomanagement geht. 
Nach wie vor macht die Aufsicht Proble-
me in den Instituten aus – insbesondere 
hinsichtlich der Zusammensetzung des 
Leitungs- und Aufsichtsorgans und der 
Risikokultur, was sich in einer fehlenden 
ausgeprägten Fähigkeit zur kritischen 
Auseinandersetzung und teils schwachen 
Entscheidungsfindung niederschlägt.13)

Aus Sicht der Aufsicht umfasst Risiko
kultur die kollektive Denkweise, die ge-
meinsamen Normen, Einstellungen und 
Verhaltensweisen in Bezug auf Risikobe-
wusstsein, -kontrolle und -management 

auf allen Ebenen des Instituts.14) Es geht 
also um die Art und Weise, wie die Mit-
arbeiter des Instituts im Rahmen ihrer 
täglichen Arbeit mit Risiken umgehen.  

Wie zeigt sich angemessene und gute Risi-
kokultur? Die Benchmarks für gute Risiko-
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Über einen Mangel an regulatorischen Auf-
gaben können sich Banken auch im Jahr 
2026 nicht beklagen. Die Herausforderun-
gen werden nicht weniger – im Gegenteil! 
Grund genug auch in diesem Jahr – nun 
zum 15. Mal – mit dem Überblick über die 
laufende Aufsichtspraxis der zuständigen 
nationalen, europäischen und internationa-
len Instanzen die traditionelle Vorschau auf 
die regulatorische Agenda für das frisch be-
gonnene Jahr zu veröffentlichen. (Red.)
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kultur finden sich auf unterschiedlichen 
Ebenen (MaRisk, EBA-Leitlinien zu inter-
nen Governance und zu soliden Vergü-
tungspraktiken, EZB-Leitfaden zu Gover-
nance und Risikokultur, EZB-Leitfaden zu 
Fit & Proper). Danach müssen Institute ihre 
Risikokultur an den Säulen Leitungskultur, 
Kommunikation, Verantwortlichkeit und 
Anreizstrukturen ausrichten (Abbildung 3).

Dabei sind diese Indikatoren nicht isoliert 
und als „Checkliste“ zu betrachten. Die 

EZB erwartet von den Instituten, ihre 
Risikokultur mit wesentlichen Werten 
und Verfahren in einem Verhaltenskodex 
niederzulegen. Dabei stehen die Banken 
vor der Frage, wie gute und effektive Ri-
sikokultur operationalisiert und messbar 
gemacht werden kann. Bedenkliche Ver-
haltensweisen und Einstellungen haben 
in der Regel viele Facetten und sind 
schwierig zu bewerten. Institute müssen 
sich also mit ihrer individuellen Risikokul-
tur im Unternehmen kritisch auseinan-

dersetzen, unter Umständen kann die 
Wahrnehmung, ob offene Kommunikati-
on tatsächlich möglich ist, auf verschiede-
nen Ebenen der Bank auseinanderfallen. 
Die Aufgabe wird sein, eine Bestandsauf-
nahme des (gelebten) Verhaltens zu 
bewerten und in eine effiziente und an-
gemessene Risikokultur, die den strategi-
schen und langfristigen Zielen der Bank 
entspricht, zu übertragen. Ein erster 
Schritt dazu sind umfassende Umfragen 
und Interviews unter allen Beteiligten, 

Abbildung 2: Risiken im Fokus der BaFin 2026

1.
Risiken aus signifikanten 
Korrekturen an den 
internationalen Finanzmärkten


• �Zoll- und Handelskonflikte erhöhen 

Finanzmarktkrisen
• �Wachsende globale Staatsverschuldung
• �Marktrisiken durch Vernetzung von Banken  

und NBFI

2. Risiken aus dem Ausfall von 
Unternehmenskrediten 

• �Steigende Ausfallrisiken und erhöhter NPL-Anteil
• �Schwache konjunkturelle Lage und Erhöhung  

der Arbeitslosigkeit
• �Private-Debts-Markt wächst stark, birgt jedoch 

hohe Ausfall- und Ansteckungsrisiken

3. Risiken aus dem Ausfall von 
Gewerbeimmobilienmärkten 

• �Geringes Transaktionsvolumen und schwache 
Nachfrage

• �Steigende NPL‑Quoten und sinkende Sicher
heitenwerte belasten Institute mit  
hoher Gewerbeimmobilien‑Quote  
oder Projektentwicklungsfokus.

4. Risiken aus Cyber-Vorfällen mit 
gravierenden Auswirkungen 

• �Steigende Cyberbedrohungen mit großem 
Schadenspotenzial 

• �Schwachstellen durch KI-Nutzung und 
Social-Engineering-Angriffe

5.
Risiken aus Konzentrationen  
bei der Auslagerung von IKT-
Dienstleistungen


• �Mangelnde Resilienz von IKT-Dienstleistern
• �Abhängigkeit von wenigen globalen Cloud‑  

und Software‑Anbietern erhöht Risiken;  
digitale Souveränität fehlt 

6.
Risiken aus unzureichender 
Prävention von Geldwäsche  
und Terrorismusfinanzierung


• �Komplexe Risikolage durch geopolitische 

Spannungen
• �Fragmentierung des Zahlungsverkehrs und 

Ausbau des Kryptogeschäfts als Risikotreiber 

Überschuldung durch Kredit 

• �Fehlende Finanzkompetenz
• �Kreditkartenkredite mit hohen Zinsen
• �Buy now pay later als Schuldenfalle 

Kryptowerte und Anlageverhalten

• �Kryptowerte mit hoher Volatilität
• �Erhöhte Gefahr von Cyberangriffen
• �Finfluencer ohne Fachwissen
• �Unseriöse Kryptoangebote nehmen zu 

Kapitalbildende Lebensversicherungen

• �Zu hohe Effektivkosten schmälern 
angemessenen Kundennutzen  

Risiken für VerbraucherRisiken für den Finanzmarkt

!

$

Quelle: PwC

Quelle: PwC

Abbildung 3: Säulen der Risikokultur

Leitungskultur Kommunikation Verantwortlichkeit Anreize

… umfasst

• �mit gutem Beispiel  
voranzugehen

• �ein Wertesystem und den 
Verhaltenskodex

• �ein gemeinsames  
Verständnis sicherstellen

• �aus Erfahrungen zu lernen

… umfasst

• �offen zu sein für andere 
Ansichten

• �kritischen Dialog über 
Risikothemen zu fördern

• �Transparenz über Risiken

• �Kontrollfunktionen, die  
auf Augenhöhe mit den 
Geschäftsbereichen und 
der Führungsebene sind

… umfasst

• �klare Rollen und Aufgaben 
im Risikomanagement 
kennen und übernehmen

• �Eskalationsmechanismen 
zu implementieren und  
zu leben

• �Konsequenzen bei 
Verstößen gegen 
Risikorichtlinien oder 
unvorsichtigem Verhalten

… umfasst

• �Vergütungssysteme, die  
das eingangene Risiko  
und umsichtiges Verhalten 
berücksichtigen

• �Anerkennung und 
Talentförderung

• �auch Weiterbildung und  
Karriereentwicklung
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die Analyse der bestehenden Verhaltens-
regeln im Unternehmen und ein offener 
Diskurs. 

Gerade im Zusammenhang mit Banken-
krisen der vergangenen Jahre hat sich ge-
zeigt, dass mangelhafte Risikokultur 
zwar nicht der einzige Grund für die 
Schieflage der Banken war, die Probleme 
aber verstärkt und jedenfalls nicht ver-
hindert hat. Institute müssen sich darauf 
einstellen, dass sowohl EZB als auch Ba-
Fin bei Feststellungen und prozessualen 
Mängeln in anderen Bereichen dies zu-
nehmend auch als Indikator für Schwä-
chen in der Risikokultur betrachten.

Die Folgen makroökonomischer 
Veränderungen

Wie die Institute mit den Risikotreibern 
aus geopolitischen Risiken umgehen, res-
pektive diese in ihren Risikoannahmen 
berücksichtigen, soll 2026 der inverse 
Stresstest der EZB zeigen. 110 direkt be-
aufsichtiget Banken müssen individuell 
beschreiben, welches geopolitische Kri-
senszenario ihr hartes Kernkapital um 
drei Prozentpunkte senken würde. Au-
ßerdem müssen sie angeben, wie sich da-
durch ihre Liquiditäts- und Refinanzie-
rungsbedingungen verändern würden.15) 
Die aggregierten Ergebnisse werden im 
Sommer 2026 veröffentlicht und sollen 
dazu dienen, den aufsichtlichen Überprü-
fungs- und Bewertungsprozess (SREP) im 
Einklang mit dem weiter gefassten ICAAP 
2026 qualitativ zu ergänzen. 

Die größten Herausforderungen im geo-
politischen Stresstest dürften dabei in der 
Definition der Szenarien, der Modellie-
rung und der Quantifizierung der Risiken 
liegen: Banken müssen plausible, 
institutspezifische extreme Szenarien 
entwickeln, ohne auf verlässliche histori-
sche Daten oder Muster zurückgreifen zu 
können.

Außerdem kann ein einzelnes geopoliti-
sches Ereignis komplexe Wechselwirkun-
gen haben und entsprechend miteinander 
verflochtene Risikokanäle (Kredit, Markt, 
Liquidität, operativ) beeinträchtigen. Hin-
zu kommt, dass ein erster geopolitischer 

Schock (zum Beispiel Sanktionen) häufig 
Folgewirkungen und Kettenreaktionen 
wie Lieferengpässe, höhere Preise und 
Zinserhöhungen auslösen kann – diese 
verstärken Kredit-, Markt- und Liquiditäts-
risiken zusätzlich und müssen bereits in 
der Modellierung berücksichtigt werden. 
Ohne Branchenstandards und mit teils 
verschwimmenden Abgrenzungen zu Län-
derrisiken oder ESG-Risiken geopolitische 
Auslöser in quantifizierbare Risiken und 
Übertagungskanäle zu übersetzen, wird 
zur Herausforderung, zumal geopolitische 
Krisenszenarien sehr unterschiedliche sein 
können (Abbildung 4). Die Bewertung 
geopolitischer Risiken ist keine einfache 
Vorhersage – sie erfordert Urteilsvermö-
gen, Erfahrung und die Kombination qua-
litativer und quantitativer Informatio-
nen.16) 

Ohne klar definierte Verantwortlichkei-
ten und eine effektive bereichsübergrei-
fende Zusammenarbeit zwischen Risiko, 
Finanzen, Treasury, den Geschäftsberei-
chen und der Strategie lassen sich die 
Auswirkungen realistischer „harter“ Sze-
narien kaum simulieren. Banken benöti-
gen hierfür zuverlässige Daten, effizien-
tes Reporting und Notfallpläne für 
Liquidität und Betrieb, die durch im Vo
raus festgelegte Gegenmaßnahmen er-
gänzt werden sollten.

Dies gilt nicht nur für den anstehenden 
Stresstest, sondern auch wenn im Lage-
bericht die gegenwärtige Lage und die 
voraussichtliche künftige Entwicklung 
des Unternehmens dargestellt wird: Die 
Bafin hat angekündigt, in den Lagebe-
richten zu den Jahres- und Konzernab-
schlüssen 2025 schwerpunktmäßig zu 
prüfen, wie Unternehmen auf die Folgen 
von makroökonomischen Veränderun-
gen eingehen. Bei IFRS-Abschlüssen ste-
hen die Auswirkungen von geopoliti-
schen Risiken und Unsicherheiten sowie 
die Segmentberichterstattung im Mittel-
punkt – auch diese Themen will die BaFin 
bei ihren stichprobenartigen Prüfungen 
des Geschäftsjahres 2025 berücksichti-
gen.17) Gerade kleine und mittlere Ban-
ken zeigen Schwächen, geopolitische Ri-
sikoszenarien zu analysieren und die 
Auswirkungen auf die verschiedenen Ri-
sikodimensionen zu simulieren.

Vor allem das Kreditrisiko wird durch 
steigende Unsicherheit und makrofinan-
zielle Instabilität beeinflusst. Daher legt 
die EZB besonderen Wert darauf zu prü-
fen, wie Banken in einer Phase erhöhter 
Unsicherheit mögliche zukünftige Kredit-
verluste auffangen können. Entschei-
dend ist dabei, dass Banken bei der Ver-
gabe neuer Kredite solide Standards 
anwenden. Hier sieht die EZB noch Nach-
holbedarf – rund 40 Prozent der qualita-
tiven Maßnahmen im SREP-Zyklus 2025 
betrafen das Kreditrisiko, wie beispiels-
weise anhaltende Schwachstellen in den 
Grundsätzen der Risikovorsorge.18)

Schwachstelle Kreditrisiko

Es geht darum, künftige Ausfälle und 
den Aufbau neuer NPL zu verhindern – 
entsprechend müssen bereits bei Kredit-
vergabe die Rahmenwerke der Banken 
darauf ausgelegt sein, ausfallgefährdete 
Engagements zu identifizieren und kriti-
sche Entwicklungen über den ganzen 
Kreditlebenszyklus zu erkennen. Dabei 
spielen zuverlässige Frühwarnsysteme 
eine entscheidende Rolle, aufkommende 
Kreditrisiken oder Krisen zu erkennen 
und darauf angemessen (proaktiv) zu re-
agieren – vor allem im Geschäft mit klei-
nen und mittelständischen Kunden, die 
eine große Anzahl an Kreditnehmern 
ausmachen.19)

Effektive Frühwarnsysteme sollten auf 
unterschiedliche und breit gestreute In-
formationsquellen zugreifen, insbeson-
dere, um relevante aktuelle geopoliti-
sche Ereignisse und Szenarien zu  
identifizieren. Ebenso müssen Kunden-
verhalten und sektorspezifische Informa-
tionen einfließen.20) Ausgehend davon, 
müssen potenzielle Auswirkungen, die 
aus identifizierten Risiken/Ereignissen für 
die jeweilige Bank, ihre Kreditnehmer 
und Portfolios folgen können, fortlau-
fend bewertet werden. Eine Aufgabe, 
die sich effektiv nur mit solider Daten-/IT-
Infrastruktur und geeigneten Analyse-
tools umsetzen lässt. So jedenfalls im We-
sentlichen die Ergebnisse des Targeted 
Reviews der EZB zur Kreditvergabe an 
kleine und mittlere Unternehmen (KMU) 
bei einer Stichprobe bedeutender Institu-
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te (SIs) aus ganz Europa sowie einiger 
weniger bedeutende Institute (LSIs) aus 
Deutschland (aufgrund ihrer Bedeutung 
im deutschen Bankensektor, insbesonde-
re im Hinblick auf KMU-Finanzierun-
gen).21)

Die „Best-in-Class“-Banken verfügen über 
eine solide IT-Infrastruktur, nutzen zum 
Teil bereits fortschrittliche Ansätze auf Ba-
sis von KI, haben die Prozesse nicht nur 
gut dokumentiert und ausgestaltet, son-
dern auch in ihre IT-Systeme eingebettet 
und so weit wie möglich automatisiert. 
Darüber hinaus können sie zeitnahe und 
konsistente Folgemaßnahmen durch maß-
geschneiderte Workflows passend zur 
Größe und Komplexität der Kreditnehmer 
über klar definierte Eskalationspfade 
einleiten: Warnschreiben, proaktive Kom-
munikation mit Kreditnehmern, Watch-
list-Einträge, unterschiedliche Überwa-
chungsintensitäten und letztlich die 
Einstufung in Kategorien zwischen „Per-
forming“ und „Ausfall“.22) Letztlich zeigt 
sich, dass die Fähigkeit der Banken, 
schnell und angemessen künftig eintre-
tende Krisen bereits im Vorfeld zu erken-
nen und – soweit möglich – abzuwenden, 
im Wesentlichen von ihrem Automatisie-

rungsgrad und der Leistungsfähigkeit ih-
rer digitalen Infrastruktur abhängt, insbe-
sondere von ihrer Fähigkeit, Daten 
effizient zu sammeln und zu analysieren.

Neben einer erneuten thematischen 
Überprüfung, die weiter Aufschluss 
darüber geben soll, wie die Banken po-
tenzielle Verluste mithilfe ihrer Rah-
menwerke für die Kreditvergabe ein-
dämmen, folgen im nächsten Aufsichts-
zyklus 2026 bis 2028 gezielte Initiativen, 
unter anderem betreffend Abhilfemaß-
nahmen, Vor-Ort-Prüfungen zum Kre-
ditrisiko und gegebenenfalls auch dazu, 
ob die Kreditvergabepraxis mit nachhal-
tigen Rentabilitätszielen im Einklang 
steht.23)

Anfällige Gewerbeimmobilien

Im Fokus stehen auch die aus Sicht der 
Aufsicht anfälligen Gewerbeimmobilien-
Portfolios der Banken. Nach wie vor ist 
die Lage am Markt für Gewerbeimmobi-
lien unsicher und birgt erhöhte Risiken, 
vor allem aufgrund schwacher Nachfrage 
und sinkender Bonität der Mieter. Ban-
ken mit einem Schwerpunkt in der Finan-

zierung von Gewerbeimmobilien unter-
liegen daher einem erhöhten Risiko, die 
Verluste in diesem Segment unter Um-
ständen nicht durch andere Geschäftsfel-
der kompensieren zu können.24) Hinzu 
kommt, dass im Zusammenhang mit 
Gewerbeimmobilien bei Vor-Ort-Prüfun-
gen (Onsite-Inspections, OSI) weiterhin 
Mängel im Zusammenhang mit der 
Risikovorsorge, den Kreditrisikomanage-
mentprozessen (einschließlich Sicherhei-
tenbewertung), der Governance und der 
Datenqualität festgestellt wurden.25) 

Unter anderem fehlte es häufig an einem 
maßgeschneiderten Risikofrühwarnsys-
tem, das Risiken anhand immobilienbezo-
gener Indikatoren wie zum Beispiel Leer-
standsquoten oder Änderungen in 
Beleihungswerten systemgestützt identifi-
ziert und eine ganzheitliche Kreditüber-
wachung ermöglicht. Weiterhin wurden 
die verwendeten Methoden zur Bewer-
tung von Immobiliensicherheiten sowie 
die Berücksichtigung von Sponsoren bei 
Finanzierungen ohne Rückgriffscharakter 
(Non-Recourse) kritisiert. Entsprechend 
verbleiben gezielte OSI-Kampagnen rund 
um Kreditvergabestandards, Preisset-
zungsverfahren und Kreditrichtlinien im 

Quelle: PwC

Abbildung 4: Aktuelle geopolitische Krisenszenarien
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Weltweiter Handelsprotektionismus | Weltweit 
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Trump 2.0 | Die USA-zentrierte Politik könnte  
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Russland-NATO-Konflikt | Der Krieg in der Ukraine 
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führen zu einem Wiederaufleben des Populismus.
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aufsichtlichen Prüfungsprogramm für die 
nächsten Jahre.

Nicht nur vorsichtiges Agieren im Zu-
sammenhang mit dem Kreditgeschäft 
stärkt die Resilienz der Banken in einem 
unsicheren Marktumfeld, sondern auch 
ihre angemessene Kapitalisierung und 
Liquiditätsausstattung. Die Umsetzung 
der am 1. Januar 2025 in Kraft getrete-
nen CRR3-Ansätze zur Berechnung der 
risikogewichteten Aktiva steht bei der 
EZB daher weit oben auf der Prioritäten-
liste. Im Fokus steht die Sicherstellung 
einer angemessenen Kapitalisierung 
durch konsistente und richtige Anwen-
dung der (Standard-)Ansätze in allen 
Risikokategorien.

Kapital- und Liquiditätsausstattung

Nach wie vor stehen die Banken vor 
erheblichen Herausforderungen, zum 
Beispiel bei der Risikobewertung von 
Gewerbeimmobilien-Finanzierungen, für  
die mit der CRR3 eine striktere Trennung 
zwischen einnahmengenerierenden und 
anderen Immobilien (IPRE vs. Nicht-IPRE) 
vorzunehmen ist und spezifische (höhe-
re) Risikogewichte eingeführt werden. 

Neue Maßstäbe gelten auch für eine prä-
zisere und datengestützte Immobilienbe-
wertung („Property Value“).

Handlungsbedarf besteht auch bei der 
Risikogewichtung außerbilanzieller Ge-
schäfte: 2025 hat die EBA Zuordnungskri-
terien für Kreditzusagen präzisiert.26) Die 
zentralen Herausforderungen liegen in 
der präzisen Auslegung und Anwendung 
der neuen Zuordnungskriterien (Condi-
tionality, Covenants, Optionality) sowie 
der belastbaren, positiv nachzuweisen-
den Identifikation von Einschränkungs-
faktoren jederzeit kündbarer Kreditzusa-
gen (UCCs), die mitunter zu materiellen 
Unterschieden zur bisherigen Praxis füh-
ren können.27) Entsprechend muss die ak-
tuelle Zuordnung der außerbilanziellen 
Geschäfte zu Risikoklassen und damit zu 
Kreditumwandlungsfaktoren (CCFs) an-
hand der neuen Anforderungen über-
prüft und die Auswirkungen auf das in-
terne Kapitalmanagement analysiert 
werden. Mitunter erfordert dies Daten-
anpassungen innerhalb der Bankensyste-
me, wie beispielsweise der aufsichts-
rechtlichen Melde-Software.28)  

Noch nicht abgeschlossen ist die Einfüh-
rung der Marktrisikoregeln – das FRTB-

Rahmenwerk wurde erneut ein weiteres 
Jahr verschoben, jetzt auf den 1. Januar 
2027. Damit sollen Wettbewerbsnachtei-
le vermieden werden, die sich aus Verzö-
gerungen bei der Umsetzung von Basel-
III-Standards insbesondere in den USA 
und UK ergeben können. Die Empfeh-
lung der EBA, bis zur vollständigen Im-
plementierung des FRTB-Rahmenwerks 
auf die Priorisierung von Aufsichts- oder 
Durchsetzungsmaßnahmen hinsichtlich 
der Abgrenzung zwischen Handels- und 
Nicht-Handelsbuch zu verzichten („No-
Action-Letter“), bleibt weiterhin beste-
hen.29) Die operativ aufwendige Neu
klassifizierung des Portfolios nach 
FRTB-Regeln verschiebt sich damit er-
neut, bis der Rahmen tatsächlich für die 
Kapitalberechnung verbindlich wird.

Die EZB wird auch die (neue) RWA-Be-
rechnung für das operationelle Risiko 
nach CRR3 genauer anschauen, mit dem 
Schwerpunkt auf der Prüfung der Ge-
schäftsindikatorkomponente (Business In-
dicator – BI). Mitte 2025 erst hatte die EBA 
die Berechnungslogik des BI präzisiert und 
die neue Berichtssystematik geregelt.30) 
Dabei geht es um zusätzliche Details der 
Zins-, Leasing- und Dividendenkomponen-
te (ILDC), insbesondere im Hinblick auf 

Quelle: PwC

Abbildung 5: Überblick BRUBEG-Entwurf
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Operating-Leasing-Vermögenswerte und 
Derivate und wie Fusionen, Übernahmen 
oder Veräußerungen von Unternehmen 
die Berechnung des BI beeinflussen kön-
nen. Hinzu kommen Leitlinien für die An-
wendung des Prudential Boundary Ap-
proach (PBA) zur Abgrenzung von 
Handelsbuch- und Bankbuchgeschäften 
für die Berechnung der Finanzkomponen-
te (FC), unter anderem eine konsistente 
Anwendung über drei Jahre, geeignete 
technische Voraussetzungen und regelmä-
ßige Validierung.31) 

Bei den neuen Berichtspflichten zum 31. 
März 2026 zeigt sich, dass für den eigent-
lich bilanzbasierten BI lediglich sechs Da-
tenfelder direkt aus der FINREP-Berichter-
stattung übernommen werden können. 
Alle weiteren Daten müssen angepasst 
werden, um die Anforderungen an das Re-
porting zu erfüllen, was erheblichen Auf-
wand für die Institute bedeutet.32) Soweit 
sich auf der Grundlage der gemeldeten ri-
sikogewichteten Aktiva und einer qualita-
tiven Bewertung auffällige „Ausreißer“ 
ergeben, hat die EZB gezielte Überprüfun-
gen zur Berechnung der Geschäftsindika-
torkomponente angekündigt.

Verbriefungen als Game Changer?

Mit einem umfangreichen Maßnahmen-
paket sollen Verbriefungen in der EU neu 
belebt und erleichtert werden.33) Die Än-
derungen betreffen vor allem die Ver-
briefungsverordnung34) und den Auf-
sichtsrahmen für Verbriefungen in der 
CRR3.  Die Reformen sollen zum einen 
Transparenz- und Sorgfaltspflichten ver-
einfachen, den Meldeaufwand senken 
und so neue Flexibilität für Anleger und 
Emittenten bringen.35) Zum anderen sol-
len Eigenkapitalanforderungen so ange-
passt werden, dass sie die tatsächlichen 
Risiken besser widerspiegeln, das heißt 
für weniger riskante Risikopositionen 
brauchen Banken künftig weniger Eigen-
kapital vorhalten.36)

Gleichzeitig werden Änderungen bei den 
Kriterien vorgenommen, anhand derer 
die Aufsichtsbehörden beurteilen können, 
ob der Originator in ausreichendem Um-
fang Risiko auf Dritte überträgt (Signifi-

cant Risk Transfer – SRT), um von einer Ei-
genkapitalentlastung zu profitieren. Die 
neuen Regeln ersetzen quantitative Vor-
gaben beziehungsweise Schwellenwerte 
für den SRT durch einen prinzipienbasier-
ten Ansatz. 

Für einfache STS-Verbriefungen (Simple, 
Transparent and Standardised) sind eben-
falls Erleichterungen vorgesehen: Die 
Homogenitätsschwellen für kleine und 
mittlere Unternehmen (KMU) werden ge-
lockert. Für die neu eingeführten „resili-
ent securitisation positions“, die als Seni-
or-Tranchen spezifische qualitative und 
quantitative Anforderungen erfüllen müs-
sen, werden Kapitalerleichterungen ein-
geführt und gleichzeitig die geltenden 
Floor-Untergrenzen für STS-Transaktionen 
überarbeitet.37) Die Vorschläge stehen ak-
tuell im ECON-Ausschuss des EU-Parla-
ments noch bis Mai 2026 zur Beratung, 
für die zweite Jahreshälfte 2026 sind „Tri-
log“-Verhandlungen zwischen Parlament, 
Rat und Kommission geplant, um den 
endgültigen Gesetzestext zu vereinbaren. 

Parallel hat die EZB ein gestrafftes Ver-
fahren zur Beurteilung des Signifikant 
Risk Transfer (SRT) bei Verbriefungstrans-
aktionen eingeführt.38) Der „SRT-Fast 
Track“ trägt dem stark gewachsenen Ver-
briefungsmarkt Rechnung (allein das 
Emissionsvolumen für synthetische SRT-
Verbriefungen hat sich von 2020 bis 2024 
fast verdreifacht) und entlastet die Auf-
sicht, um den Fokus auf komplexere und 
risikoreichere Transaktionen zu legen.39) 
Für Institute können die neuen Regeln 
des Verbriefungsrahmen ein „Game 
Changer“ sein, um mit SRT-Transaktionen 
Kapitalentlastung zu schaffen und dabei 
Time-to-Market und operative Belastun-
gen zu verringern. Allerdings erfordert 
dies auch eine sorgfältige Planung, die 
konsequente Einhaltung regulatorischer 
Anforderungen sowie eine enge Koope-
ration aller Stakeholder.40) 

CRD VI und BRUBEG

Neben der Kapital- und Liquiditätsanfor-
derungen aus der CRR3 sind auch die 
weiteren Anforderungen der CRD6 umzu
setzen: Mit dem Bankenrichtlinienum

setzungs- und Bürokratieentlastungs
gesetz (BRUBEG) wird die Eigenkapital
richtlinie in deutsches Recht eingeführt.41) 
Die endgültige Gesetzesfassung ist noch 
für das 1. Quartal 2026 geplant. Im We-
sentlichen geht es um Governance-Anfor-
derungen (Fit & Proper), die Integration 
von ESG-Risiken, neue Regelungen für 
Drittland-Niederlassungen (Third-Country-
Branches, TCBs), erweiterte Aufsichtsbe-
fugnisse der BaFin und Vereinfachungen 
regulatorischer Anforderungen. 

Mit den (Neu-)Regelungen zur Gover-
nance wird die Unabhängigkeit und Au-
torität der internen Kontrollfunktionen 
in den Instituten gestärkt, sie erhalten 
künftig direkten Zugang zu Verwaltungs- 
und Aufsichtsorganen und ihre Leitung 
kann nur mit deren Zustimmung von ih-
ren Aufgaben entbunden werden (§ 25c 
KWG-E). Inhaber von Schlüsselfunktionen 
(Key Function Holder) unterliegen den 
Anforderungen an Zuverlässigkeit und 
Eignung, für Inhaber besonderer Schlüs-
selfunktionen großer Unternehmen (zum 
Beispiel Leitung interne Kontrollfunktio-
nen (Risiko, Compliance, interne Revision 
und CFO) gelten zusätzliche Anfor
derungen und auch Eingriffsbefugnisse 
der BaFin, um nicht geeignete Kandi
daten an der Übernahme einer Position 
zu hindern. Wie die Aufgaben und indi
viduellen Verantwortlichkeiten der Mit-
glieder der Geschäftsleitung, der Füh-
rungsebene unterhalb der Geschäfts
leitung sowie der Inhaber von Schlüssel-
funktionen verteilt sind, müssen die 
Banken in Übersichten festhalten.

Der BRUBEG-Entwurf erweitert mit §§ 
26c, 26d KWG-E die Anforderungen an 
das ESG-Risikomanagement der Banken. 
Künftig bestehen explizite im Gesetz ver-
ankerte Regelungen an das ESG-Risikoma-
nagement, unter anderem die Erstellung 
eines strukturierten Risikoplans im Rah-
men der Strategieprozesse. Dieser soll die 
langfristige Ausrichtung und Aufstellung 
des Instituts im Rahmen der ESG-Entwi-
cklungen abbilden. Die Anforderungen 
an diese strategische „Roadmap“ der Ins-
titute sind umfangreich. Letztlich soll der 
Plan angemessene und quantifizierbare 
Ziele und Kennzahlen zur Steuerung der 
ESG-Risiken und Governance-Maßnahmen 
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zur Überwachung festlegen – angepasst 
an das individuelle Geschäftsmodell des 
Instituts. Dabei sind die Strategien und 
Prozesse mindestens alle zwei Jahre zu 
überprüfen. Für kleine und nicht komple-
xe Institute gelten gewisse Erleichterun-
gen, unter anderem erlaubt ein Über-
gangszeitraum bis 2029, die Risikopläne 
zunächst auf finanzielle Risiken aus dem 
Klimawandel zu beschränken. Zusätzlich 
müssen Institute mit Stresstest die Resili-
enz gegenüber ESG-Risiken sicherstellen 
(§ 26c KWG-E). Klar ist, dass sich alle Insti-
tute intensiv mit der ESG-Risikosteuerung 
auseinandersetzen müssen: Die Themen 
des Risikoplans müssen identifiziert wer-
den, Daten gesammelt und Kennzahlen 
und Ziele definiert werden sowie die in-
ternen Prozesse analysiert werden, Gover-
nance, Strategie und Risikoplan zu ver-
zahnen. 

Mehr Aufwand bedeuten auch die neuen 
Standards für CRD-Drittstaatenzweigstel-
len (TCB). Sie unterliegen künftig ei-
ner ausdrückliche Erlaubnispflicht (§§ 53c 
ff KWG-E), verknüpft mit der Einhaltung 
diverser regulatorischer Mindestanforde-
rungen rund um Kapitalausstattung, 
Liquidität, Reporting und Governance. 
Diese Anforderungen werden durch um-
fangreiche EBA-Mandate näher konkreti-
siert, die sich in verschiedenen Konsultati-
ons- und Finalisierungsphasen befinden. 
Aktuell liegen RTS vor, die festlegen, wie 
TCBs Vermögenswerte, Verbindlichkeiten 
und außerbilanzielle Geschäfte erfassen 
müssen, insbesondere wenn diese im Na-
men der Zweigstelle an anderen Orten 
(zum Beispiel im Hauptsitz) gebucht wer-
den (RTS on booking arrangements).42) Im 
eigenen „Registry Book“ müssen diese 
Positionen und Aktivitäten künftig doku-
mentiert werden, zusammen mit be-
stimmten Informationen, unter anderem 
zu Angaben zum Kontrahenten, zum Inst-
rument sowie zu erhaltenen Sicherheiten 
oder Garantien. Außerdem sollen qualita-
tive und quantitative Information zu den 
mit den jeweiligen Positionen verbunden 
Risiken erhoben werden. 

TCBs, die bislang keine eigenständige 
Buchhaltung vor Ort hatten, brauchen 
künftig Systeme zur lokalen Erfassung 
alles Geschäfte, um die spezifischen 

Buchungsanforderungen zu erfüllen. 
Bestehende Buchungssysteme müssen 
ebenfalls überprüft werden, um sicherzu-
stellen, dass alle EBA-Anforderungen hin-
sichtlich des Umfangs der einzubeziehen-
den Positionen und Aktivitäten sowie der 
zu erfassenden Informationen erfüllt wer-
den.43) Die meisten dieser neuen Level-
2-Anforderungen sollen ab dem 11. Janu-
ar 2027 verbindlich angewendet werden, 
sodass nicht viel Umsetzungszeit bleibt.

Operationelle Resilienz (und 
robuste IKT-Kapazitäten)

Um neu auftretende Risiken einzudäm-
men und Störungen bei kritischen Ge-
schäftsprozessen und Dienstleistungen zu 
verhindern, müssen die Banken ihre ope-
rationelle Widerstandsfähigkeit stärken.44) 
In erster Linie richtet sich dabei der Blick 
auf die Abwehr von Cyberangriffen, die in 
den vergangenen Jahren deutlich zuge-
nommen haben – seit Januar 2025 wur-
den der BaFin über 600 schwerwiegende 
IKT-Vorfälle gemeldet.45) Seit einem Jahr 
sind die DORA-Regelungen anzuwenden. 
Trotzdem haben die aufsichtlichen Über-
prüfungen wiederkehrende Schwachstel-
len in den Cybersicherheitsstrategien, 
Mängel beim Management von Cybervor-
fällen und Lücken in den Rahmen für das 
Management des Drittparteienrisikos er-
geben – zusammen verantwortlich für 
schlechte Scorewerte für das IKT-Risiko im 
SREP 2025. Entsprechend geht es jetzt da-
rum, diese Mängel zeitnah und wirksam 
zu beheben. Der Fokus der Aufsicht ver-
schiebt sich von der Einführung der neuen 
Regeln hin zur Prüfung der Wirksamkeit. 

Dazu gehören zum Beispiel auch die er-
weiterten bedrohungsorientierten Penet-
rationstests (Threat-led Penetration Tests 
(TLPT)), mit dem Institute zeigen müssen, 
dass sie einem gezielten Cyberangriff/Be-
drohungsszenario unter realistischen Be-
dingungen widerstehen können. Die Auf-
sichtsbehörden (BaFin/EZB) identifizieren 
nun aktiv die Unternehmen, die aufgrund 
ihrer Größe oder Relevanz TLPT-pflichtig 
sind – erste Tests werden im Laufe des 
Jahres 2026 initiiert. Mithilfe von DORA 
lassen sich kritische  IKT-Drittdienstleister 
jetzt auch überwachen: Europäische Auf-

sichtsbehörden werden zum Risikomana-
ger für Drittparteien. Sie erhalten deutlich 
weitergehende Überwachungsmöglich-
keiten als zuvor.46) Nach wie vor müssen 
sich die Institute also mit DORA (weiter-)
beschäftigen. Ab 1. Januar 2027 werden 
die DORA-Regelungen auf Institute aus-
geweitet, die bislang noch unter nationa-
len Übergangsregelungen operierten 
(zum Beispiel Finanzdienstleistungsinstitu-
te, die keine CRR-Institute sind, Woh-
nungsunternehmen mit Spareinrichtun-
gen, kleinere Wertpapierinstitute). Die 
nationalen IT-Vorgaben der BaFin (BAIT, 
VAIT, ZAIT) werden zum Jahresende 2026 
aufgehoben, sodass ab 2027 DORA die 
Grundlage für IT-Sicherheit und operative 
Resilienz ist. Auch bei den großen In
stituten endete die faktische Schonfrist 
zur DORA-Umsetzung in der (Aufsichts-)
Praxis zum 31. Dezember 2025; der bis da-
hin noch zurückhaltende Umgang mit Lü-
cken in der Umsetzung endete.  

Auf dem Weg zu Open Finance – 
FiDA

Die EU-Verordnung „Financial Data Ac-
cess“ (FiDA) betrifft den Umgang mit 
Finanzdaten in Europa: Ziel ist es, einen 
einheitlichen Rahmen für den Zugang zu 
Finanzdaten von Konten, Krediten, Spar-, 
Versicherungs- und Anlageprodukten bis 
hin Kryptoassets zu schaffen. Im Kern 
werden Dateninhaber – wie Banken, Ver-
sicherer, Wertpapierhäuser oder Fondsge-
sellschaften – verpflichtet, Kundendaten 
bereitzustellen. Datennutzer – zum Bei-
spiel Fintechs, Plattformen oder andere 
Finanzinstitute – dürfen auf diese Daten 
zugreifen, sofern eine gültige Einwilli-
gung des Kunden vorliegt. Der Zugriff 
auf diese Daten und ihr Austausch erfolgt 
über sogenannte Financial Data Sharing 
Schemes (FDSS), die unter anderem tech-
nische Anforderungen, Schnittstellen, 
Authentifizierungsverfahren, Haftungs-
fragen, Vergütungsmodelle und Mindest-
standards regeln. Voraussichtlich noch 
2026 könnte FiDA in Kraft treten – ab 
dann beginnt für Banken gestaffelt nach 
Produktgruppen die Umsetzungsfrist zu 
laufen (24 Monate für einfache, stan
dardisierte Produkte wie zum Beispiel 
Verbrauchkreditverträge, Sparprodukte 
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oder Kfz-Versicherungen, für komplexere 
Produkte 36 bis 48 Monate). 

Auf die Institute kommen umfangreiche 
Aufgaben zu: Sie müssen als Dateninhaber 
Dashboards bereitstellen, über die Kunden 
ihre Zugriffsrechte transparent verwalten 
können.47) Für den geforderten Datenaus-
tausch in Echtzeit werden erhebliche IT-
Modernisierungen und -Investitionen nö-
tig sein. Sicherheit und Datenschutz sind 
neben den notwendigen Anpassungen bei 
der Data Governance ebenfalls eine Her-
ausforderung. Hinzu kommt, dass auch 
eine strategische Neuausrichtung der Insti-
tute im Rahmen von FiDA mitgedacht wer-
den muss. Exklusivität der Kunden(daten) 
ist nicht mehr gegeben und Kundenbin-
dung an die „Hausbank“ nicht garantiert, 
was den Wettbewerbsdruck erhöht. Im Ge-
genzug könnten die transparenteren Kun-
deninformationen auch selbst genutzt 
werden, um den eigenen Kunden persona-
lisierter Produkte anzubieten und die Kun-
denbeziehung zu stärken. Oder Institute 
könnten ihre Geschäftsmodelle erweitern 
und selbst als Datennutzer aktiv werden 
und datenbasierte Produkte anbieten.

„Next-Level Supervision“ – Aufsicht 
2.0?

Nicht nur Banken müssen sich mit stei-
genden Anforderungen auseinanderset-
zen – auch die Bankenaufsicht entwi-
ckelt sich weiter und stellt sich effizienter 
und risikofokussierter auf. Die Reform 
des SREP und ihre Auswirkungen sind 
bereits sichtbar: die SREP-Beschlüsse für 
die direkt EZB-beaufsichtigten Banken 
wurden in diesem Jahr früher erlassen 
und sind stärker fokussiert. Ab dem 
SREP-Zyklus 2026 kommt die überarbei-
tete Methodik zur Festlegung der Säule-
2-Kapitalanforderungen (P2R) zum Tra-
gen. Mit der neuen Methodik richten 
sich P2R-Anforderungen direkt nach den 
jeweiligen Risikobereichen: Höheres Risi-
ko führt zu einer schlechteren SREP-Be-
wertung und erhöhtem Kapitalbedarf. 
Die Resultate des ICAAP werden nicht 
mehr unmittelbar einbezogen, beein-
flussen aber weiterhin die Bewertung 
wichtiger Bereiche wie Geschäftsmodell 
und Governance.48)

Im vergangenen Jahr wurden mit dem 
Projekt „Next-Level Supervision“ zusätz-
lich umfassende Reformen rund um die 
EZB-Aufsichtstätigkeiten angestoßen, dar-
unter Genehmigungen, kapitalbezogene 
Entscheidungen, Überprüfungen interner 
Modelle, Stresstests und Vor-Ort-Prüfun-
gen. Damit soll die Bankenaufsicht schnel-
ler, einfacher und effizienter werden.49) 
Die Bestandteile dieses Projekts sollen 
sukzessive in den nächsten Jahren umge-
setzt werden.

Die Institute selbst zu entlasten und kom-
plexe und detaillierte Regulierungsvor-
schriften zu vereinfachen, ist das Ziel der 
„High Level Task Force on Simplifcation“ 
der EZB. Mit Empfehlungen, wie das re-
gulatorische und aufsichtsrechtliche Rah-
menwerk vereinfacht werden kann, ist 
hier die Diskussion angestoßen. Dabei 
steht vor allem der Proportionalitätsge-
danke und die Belange der kleineren In
stitute im Mittelpunkt. Ihre spezifischen 
Merkmale sollen stärker berücksichtigt 
werden – sowohl bei den Kapitalanforde-
rungen als auch beim Reporting.  

Die BaFin hat mit der Bundesbank ein Kon-
zept für ein EU-weites Kleinbankenregime 
entwickelt, um die regulatorische Belas-
tung für kleinere und nicht komplexe Ban-
ken mit traditionellen Geschäftsmodellen 
(„SNCI”) zu reduzieren. Kleine Banken mit 
einer Bilanzsumme von unter 10 Milliarden 
Euro, einfachem Geschäftsmodell mit ei-
nem klaren Fokus auf dem Geschäft im 
Europäischen Währungsraum sollen die 
komplexen, risikobasierten Kapitalanfor-
derungen zugunsten einer einfacheren 
Verschuldungsquote (Leverage Ratio) ab-
schaffen. Als alleinige Kapitalanforderung 
würde sie deutlich über dem Basel-III-Min-
destwert von 3 Prozent liegen.50) 

Das Kleinbankenregime 

Aus Sicht von BaFin und Bundesbank wür-
de es kleine Banken deutlich entlasten, 
wenn für sie die Pflicht entfiele, für jede 
einzelne Bilanzposition die entsprechen-
den Risikogewichte zu identifizieren. Er-
hebung, Verarbeitung und Pflege von Da-
ten, die für diese Berechnung erforderlich 
sind, wären nicht mehr erforderlich und 

es würden umfangreiche regulatorische 
Berichte vereinfacht. Auch Frequenz und 
Umfang von Melde- und Offenlegungs-
pflichten würden reduziert. Aufgrund der 
aktuell restriktiven Anwendungskriterien 
und der technischen Abhängigkeiten 
innerhalb der Bankenlandschaft (zum 
Beispiel Sparkassen, Volksbanken) wird 
allerdings nur eine eingeschränkte Ent
lastungswirkung zu erwarten sein.

Das Integrated Reporting Framework 
(IReF) befindet sich weiterhin in Vorberei-
tung der regulatorischen Konsultation, 
die nach aktueller Planung frühestens An-
fang 2026 starten soll. Der Go-live wird 
derzeit für 2029 erwartet.51) Ziel von IReF 
ist die EU-weit harmonisierte und deutlich 
granularere statistische Meldung, die eng 
mit BIRD („Banks‘ Integrated Reporting 
Dictionary“) als künftigem Referenzda-
tenmodell verzahnt ist. Das BIRD Logical 
Data Model wird laufend weiterentwi-
ckelt und in die Konsultation einbezogen.  
Mit IReF sollen zentrale statistische Mel-
dungen wie Bilanz- und Zinsstatistik, Ana-
Credit, Wertpapierstatistik (mit Ausnahme 
von Konzernmeldungen), Kreditnehmer-, 
Regional- und Auslandsstatistik in einem 
integrierten Rahmen zusammengeführt 
und nationale Sondererhebungen weitge-
hend abgelöst werden.  

Was kommt noch?

Für Institute ergeben sich daraus erhebli-
che Implikationen, insbesondere im Hin-
blick auf Datenqualität, RDARR- und 
BCBS-239-Konformität, Harmonisierung 
der Datenmodelle sowie die frühzeitige 
Bewertung von System- und Prozessan-
passungen. Vor diesem Hintergrund 
empfiehlt sich bereits jetzt der Aufbau 
einer IReF-Readiness, beispielsweise 
durch Vorstudien, BIRD-basierte Daten-
modell-Analysen, Governance-Strukturen 
und strukturierte Impact Assessments.

Seit 1. Januar 2026 sind die Aufgaben und 
Zuständigkeiten im Bereich Geldwäsche-
bekämpfung (AML/CFT) offiziell auf die 
neue EU-Behörde AMLA (Authority for 
Anti-Money Laundering and Countering 
the Financing of Terrorism) übertragen.  
Die  AMLA  wird ab 2027 40 Institute in 



Digitaler Sonderdruck · Kreditwesen  4 / 2026 � 11

der  EU  direkt beaufsichtigen, abhängig 
von ihrer Risikoeinstufung und (grenz-
überschreitender) Tätigkeit. Für alle an
deren Institute unterstützt die AMLA die 
nationalen Aufsichtsbehörden – mit Regu-
lierungs- und Durchführungstandards, 
Leitlinien und Empfehlungen.52) Institute 
(und auch andere Unternehmen) müssen 
sich auf deutlich stärkere Sorgfaltspflich-
ten einstellen und die Qualität der Prä-
ventionsmaßnahmen an die eigene, indi-
viduelle Risikosituation anpassen.

Unterjährig steht auch die Überarbeitung 
der Mindestanforderungen an das Risiko-
management (MaRisk) an – die 9. MaRisk-
Novelle ist für Mitte 2026 geplant“.53) Es 
ist derzeit davon auszugehen, dass der 
Schwerpunkt dabei nicht auf neuen in-
haltlichen Anforderungen liegt, sondern 
eher Themen wie Konsolidierung, Präzi-
sierung und eine verbesserte Umsetzbar-
keit der MaRisk-Vorgaben mit Öffnungs-
klauseln und Proportionalitätsschwellen 
für kleine und weniger komplexe Institute 
im Vordergrund stehen werden.

Das Thema KI

Mit dem EU AI Act, der ab August 2027 
vollständig anzuwenden ist, wird eine re-
gulatorische Grundlage für den Einsatz 
für künstliche Intelligenz (KI) festgelegt, 
mit Verpflichtungen für Anbieter und 
Nutzer von KI-Systemen, die sich nach 
dem jeweiligen Risikoniveau richten.54)

Digitale Innovationstechnologie, insbe-
sondere KI ist schon längst in den Banken 
angekommen – von Chatbots im Kunden-
service über Kreditwürdigkeitsprüfungen 
bis zu Validierungsmodellen, um nur eini-
ge Beispiele der vielfältigen Einsatzmög-
lichkeiten zu nennen. Dabei geht es nicht 
(nur) um regulatorische Vorgaben für 
Tools, sondern es geht vor allem darum, 
die mit der intensiveren Nutzung von KI 
verbundenen Risiken zu adressieren, vor 
allem die Risiken der Informations- und 
Kommunikationstechnologie (IKT). Der 
Einsatz von KI bedeutet, dass Banken ihre 
Risikomanagement-Rahmenwerke aktua-
lisieren müssen, beispielsweise indem sie 
Nachvollziehbarkeit und eine angemesse-
ne Modell-Governance sicherstellen.55) Er-

gänzend dazu können je nach Anwen-
dungsbereich des KI-Einsatzgebiets auch 
die Anforderungen an das Modell
risikomanagement nach den MaRisk ein-
schlägig sein.

Es geht darum, dass Leitungsorgane und 
gemäß ihrem Mandat auch Aufsichtsorga-
ne verstehen und erklären können, wie 
die eingesetzte KI arbeitet, welche Daten-
grundlage genutzt wird und wie die da-
mit erzielten Bewertungen/Ergebnisse zu-
stande kommen und welche Kontrollen 
greifen. Dabei stellt das Testen von KI-Sys-
temen Unternehmen häufig vor besonde-
re Herausforderungen, was an der oftmals 
hohen Komplexität der mathematischen 
Modelle, an der Menge der zu verarbei-
tenden Daten sowie an der Anbindung 
von Software von IKT-Drittdienstleistern 
liegen kann.56) Banken müssen also geeig-
nete Governance- und Organisations-
strukturen definieren, die Verantwortlich-
keiten klar zuordnen, Kontrollprozesse 
etablieren, Risiken systematisch bewerten 
und Entscheidungen beweissicher doku-
mentieren. 

Die Aufsicht hat angekündigt, ihren Fo-
kus von aufsichtsrechtlich relevanten An-
wendungen auf generative KI insgesamt 
auszuweiten, die Auswirkungen auf die 
Risikoprofile und Governance-Rahmen-
werke der Banken zu bewerten und sich 
mit ihnen auszutauschen, wie sie diese 
neuen Technologien einsetzen.57) 

Intelligente Anpassung

Der Blick auf die Agenda für 2026 zeigt, 
dass die „ganz großen Werke“ derzeit 
nicht anstehen. Die meisten großen regu-
latorischen Reformen müssten eigentlich 
bereits umgesetzt sein, wenngleich die 
Praxis noch Lücken betreffend die Erwar-
tungshaltungen aufzeigt. Es geht aktuell 
also weniger um die Implementierung 
neuer Anforderungen, sondern viel mehr 
um die intelligente Anpassung und An-
wendung mittlerweile bekannter Regula-
rien zur Identifikation, Bewertung und 
Steuerung der zunehmend komplexen 
Risiken. Dies fällt in der aktuellen geopo-
litischen Spannungslage schwer, da sich 
bekannte Weltordnungen verschieben 

und die Volatilität und Schwere, insbe-
sondere geopolitischer Handlungen, die 
Konsequenzen von Krisen für das indivi-
duelle Geschäftsmodell nicht immer un-
mittelbar ersichtlich scheinen lassen. 

Entsprechend reagiert auch die Aufsicht 
mit Plänen für ein noch stärker risikoba-
siertes Vorgehen. Hinzu kommt, dass Ge-
setze, Verordnungen, begleitende Stan-
dards, Empfehlungen und Leitlinien den 
Instituten im Grundsatz durchaus be-
kannt sind. Gleichwohl bemängelt die 
Aufsicht fehlende Methodik, Datenquali-
tät und Governance. Die immer mehr in 
den Fokus rückende Risikokultur geht 
über ein bloßes Firmenhandbuch hinaus 
– hier geht es um das gelebte Verhalten, 
und zwar auf allen Ebenen. Institute wer-
den sicherstellen müssen, dass die Aufga-
ben und Verantwortlichkeiten transpa-
rent werden. Dies gilt insbesondere auch 
für den Einsatz und die Auswirkungen 
von KI, wo die Chancen einerseits und 
die Risiken andererseits in einen ange-
messenen Einklang zu bringen sind.58)

Neben der genannten erforderlichen An-
passung und Neuausrichtungen warten 
mit FiDA und IReF technische Großprojek-
te, die den Wettbewerb fördern, Transpa-
renz steigern und die Datenqualität sowie 
-verfügbarkeiten verbessern sollen, um 
unter den aktuellen und neuen Umfeld-
bedingungen besser aufgestellt zu sein. 
Die angekündigten Erleichterungen ins-
besondere im Bereich der Säule-I-Anfor-
derungen für sogenannte SNCI sind der 
richtige Ansatz, gleichzeitig aber auch 
eine logische Konsequenz aus der erfor-
derlichen stärkeren Risikoorientierung der 
Normengeber und Aufsichtsbehörden. 

Um die aktuellen und zukünftigen Risiken 
zu beherrschen, ist Know-how und Erfah-
rung in den maßgeblichen Themengebie-
ten und auf allen Ebenen der Organisation 
– vom Aufsichtsorgan, über die Geschäfts-
leitung bis zu den Mitarbeitenden – erfor-
derlich; Anforderungsprofile, die heute 
teilweise schwer zu erfüllen sind. 

Die ausführliche Version dieses Beitrags mit 
Fußnotenverzeichnis können Sie auf unserer 
Homepage kreditwesen.de unter Eingabe des 
Titels und / oder des Autorennamens abrufen.


